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BFB-IS-11: Identity and Access 
Management 

Rescission Date: 5/16/2022 

  

Contact:  Systemwide Policy Office  
Email: PolicyOffice@ucop.edu 

I. POLICY SUMMARY 

BFB-IS-11 Identity and Access Management has been rescinded.  
 
Please see the attached letter signed by the President, which formally rescinds the 
policy.   
 
If you have a question or comment, please contact the Systemwide Policy Office at 
PolicyOffice@ucop.edu.  

mailto:PolicyOffice@ucop.edu
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May 16, 2022 

CHANCELLORS  
MEDICAL CENTER CHIEF EXECUTIVE OFFICERS 
LAWRENCE BERKELEY NATIONAL LABORATORY DIRECTOR  
VICE PRESIDENT–AGRICULTURE AND NATURAL RESOURCES 

RE: Rescission of BFB-IS-11 Identity and Access Management 

Dear Colleagues: 

Enclosed is the Presidential Policy BFB-IS-11 Identity and Access Management that is 
being rescinded. 

IS-11 was last updated in 2007 and most of the requirements covered were superseded 
by the release of the 2018 BFB-IS-3: Electronic Information Security Policy and the 
related 2019 Account and Authentication Management Standard (AAMS), thus a stand-
alone policy is no longer required. 

The rescission of this Presidential Policy is effective as of the date of this letter. The 
policy will no longer be available online and this letter will be posted in its place at 
http://policy.ucop.edu/.  

Sincerely, 

Michael V. Drake, MD 
President 

Enclosure 

cc: Divisions Leaders 
Vice President and Chief Information Officer Williams 
Interim Chief Information Security Officer Ratzlaff 
Systemwide IT Policy Director Smith 
Universitywide Policy Office 

https://policy.ucop.edu/doc/7000543/BFB-IS-3
https://security.ucop.edu/files/documents/policies/account-and-authentication-management-standard.pdf
http://policy.ucop.edu/
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